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Abstract—Digital images are easier to manipulate. Before the image 

is published, the manipulation process is often done. One form of 

image manipulation is splicing. This manipulation is done by 

duplicating a particular part of one image or more and placing it in 

a particular part of the target image. The purpose of this splicing 

manipulation is to add objects in the image, for example putting an 

object on the target image as if the object was there. In this study 

image manipulation of this type was detected using compressed 

JPEG edge block detection method. This method is able to detect 

object images that are manipulated properly and accurately. 

 

Keywords; digital image, edge detection, image manipulation, 

splicing 

I.  INTRODUCTION  

Digital image are used as a communication medium for 

information delivery. The authenticity of an image has an 

important role in many fields, including forensic investigations, 

criminal investigations, surveillance systems, intelligence 

services, medical imaging and journalism (Charpe, 2015).  

Image Forgery is an illegal counterfeiting action. Image 

falsification can also be defined as the process of manipulation 

of a digital image to hide or eliminate some important 

information in an image (Tiwari, Dubey, & Goyal, 2015). There 

are several types of image forgery, including cloning, rotating, 

scaling, retouching, copy-move, splicing and others, but the 

most common thing is splicing. splicing that is duplicating a 

certain part of one image or more and placing it in a certain part 

of the target image (Reshma, 2015). 

In this study one method is used to detect splicing types 

image manipulation. In this type of image manipulation, an 

object in an image, copied to another place in a different image 

or duplicates a particular part of one image or more and places 

it in a particular part of the target image target (copy-move in a 

different image). In general, the purpose of this type of 

manipulation is to add objects in the image (Tembe & Thombre, 

2017). 

 

Several other studies have discussed the solving method of 

splicing type manipulation. In research conducted by (Das, 

Medhi, Karsh, & Laskar, 2016) to detect splicing type image 

manipulation Gaussian blur method is used. The inconsistency 

of Gaussian blur is used to test the authenticity of the image. 

Gaussian blur from the first image is evaluated and the standard 

deviation obtained is used to blur the image. The results can be 

used to detect forged areas that are very opaque, but the image 

with splicing in it is less accurately detected and this algorithm 

works well only with counterfeit Gaussian blur types. 

 

There are many methods used to solve splicing type 

manipulation problems, but the detection accuracy of the 

method is still lacking. Therefore, in this study applied one 

method to solve the above problem by using compressed JPEG 

edge block detection method. The process of detecting 

compressed JPEG blocks edge is done by looking for 

inconsistent neighboring pixels from compressed JPEG based 

on the difference in pixel energy in the image block boundary. 

After that the image is divided in non-overlapping 8x8 block 

assuming that the image is stored in JPEG format so that the 

8x8 block is a compressed JPEG block and then calculates the 

pixel energy difference in the block boundary for each block. 

By using this method, the expected results will be able to 

improve the accuracy of splicing manipulation detection. 

II. PURPOSE 

The purpose of this research are as follows: 

1. Implement compressed JPEG block edge detection 

method for detection of splicing manipulation in JPEG 

extension images. 
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2. Knowing the accuracy of this method in terms of 

image manipulation detection by splicing 

manipulation in JPEG extension images.  

III. METHODOLOGHY 

The application of edge detection method is done to find 

inconsistent neighboring pixels from compressed JPEG based 

on differences in pixel energy in the block. The following is the 

flow of splicing manipulation detection. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Figure 1. Flowchart flow of splicing manipulation detection 

 

 

 

 

 

 

IV. RESULT AND DISCUSSION 

In this test there are 14 images that are divided into non-

overlapping blocks with a standard compress size JPEG which 

is a size of 8x8. Furthermore, for each block calculated the 

difference in block boundary pixel value e (i, j), from the value 

of e (i, j) for each block compared to the value of e (i, j) block 

on the right side (Dright) and with the block below (Dbottom) 

To determine the splicing area of Dright and Dbottom values 

compared to a threshold value determined by the threshold, if 

Dright and Dbottom are both greater than the threshold all 

blocks pixels (i, j) are converted to white and are thought to be 

splicing edges, block (i, j ) the other is changed to black.. 

 

Experiments were conducted on 14 (fourteen) image files 

with the results of manipulation of 10 (ten) where 6 (six) image 

files resulting from personal manipulation, 4 (four) image 

manipulation files shared from the internet and 5 (five) shared 

manipulation image files from social media. The result of the 

experiment shows that the image that is not manipulated shows 

that there are no objects identified with marked white spots that 

do not form any object, it shows that the image was not 

manipulated. Where the white spots are pixels of the image. 

When the image or image is manipulated, the manipulated 

image objects will be identified with pixel spots on manipulated 

objects. These pixel spots follow the shape of a splicing object. 

The compressed JPEG edge block detection method applied 

shows accurate and good results. But for cases of manipulation 

taken from the internet and reported on social media this 

method cannot detect manipulated image objects. In general, it 

can be concluded that compressed JPEG block edge detection 

method is able to detect spliced image objects accurately and 

well. This method can only be used to detect images that have 

not been uploaded on the internet and have not been shared on 

social media. 

 

Meanwhile testing using JPEGSnoop provides an 

assessment or information on an image file whether it has been 

manipulated or still original and also provides information on 

what device is used to take the image. Also seen is the retrieval 

date and modification date of the image. But when the image 

file is uploaded on the internet and shared on social media, 

JPEGsnoop cannot identify the EXIF from the image either 

when the image was made, with what device the image was 

taken and other information. 
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TABLE I.  ANALYSIS RESULTS OF ALL SAMPLE DATA USING JPEGSNOOP 

 
No Name Source Edited Time Original Processor 

1 ah_asli1 None None None None None 

2 ah_asli2 None None None None None 

3 ah_manipulasi_in Google None None None Google 

4 ah_manipulasi_pr Adobe Photoshop Edited 2018:01:16 19:23:12 - Adobe Photoshop CC 2015 

5 everest_asli1 Canon EOS 650D - 2017:11:12 07:41:14 Originil - 

6 everest_asli2 None None None None None 

7 everest_manipulasi_in Google None None None Google 

8 everest_manipulasi_pr Adobe Photoshop Edited 2018:01:13 09:50:47 None Adobe Photoshop CC 2015 

9 gita_asli1 Xiaomi - 2017:05:23 12:01:16 Originil - 

10 gita_asli2 None None None None None 

11 gita_manipulasi_pr Adobe Photoshop Edited 2018:01:13 11:56:50 - Adobe Photoshop CC 2015 

12 ha_asli1 None None None None None 

13 ha_asli2 None None None None None 

14 ha_manipulasi_pr Adobe Photoshop Edited 2018:01:13 15:52:01 - Adobe Photoshop CC 2015 

15 joget_asli1 None None None None None 

16 joget_asli2 None None None None None 

17 joget_manipulasi_pr Adobe Photoshop Edited 2018:01:13 21:10:40 - Adobe Photoshop CC 2015 

18 js_asli1 None None None None None 

19 js_asli2 None None None None None 

20 js_manipulasi_in Google None None None Google 

21 js_manipulasi_pr Adobe Photoshop Edited 2018:01:16 18:27:09 - Adobe Photoshop CC 2015 

22 sh_asli1 None None None None None 

23 sh_asli2 None None None None None 

24 sh_manipulasi_in Google None None None Google 

25 sh_manipulasi_pr Adobe Photoshop Edited 2018:01:16 20:41:53 - Adobe Photoshop CC 2015 

26 sh_manipulasi_bbm None None None None None 

27 sh_manipulasi_fb None None None None None 

28 sh_manipulasi_ig None None None None None 

29 sh_manipulasi_wa None None None None None 

CONCLUSION 

After doing several things related to testing and analysis, the 

following conclusions are obtained:  

1. Compressed JPEG block edge detection method, 

successfully implemented to detect splicing 

manipulation in JPEG extension images. 

2. The test results in the form of splicing manipulation of 

the 6 (six) image files tested successfully detect 

objects that are manipulated accurately and well. 

3. Compressed JPEG block edge detection method is 

able to detect spliced image objects accurately and 

well, but this method can only be used to detect images 

that have not been uploaded on the internet and have 

not been shared on social media. 

4. The JPEGsnoop application can provide whether a 

JPEG image has been manipulated or original but 

cannot determine the area being manipulated. While 

the detection method for compressed JPEG block edge 

successfully detects object images that are 

manipulated accurately and well. 
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